Internet social networks offer users many benefits, but they also attract criminals who exploit the web sites for illegal activity and jeopardize youth users.

Every day, more criminals establish a presence on the Internet. Consequently, more crimes become linked to online resources and content. MySpace.com is the most popular web site for social networking and a resource for other content. The site also has many criminal users. Law enforcement is using the Internet and web sites like MySpace.com to gather intelligence on suspects, keep tabs on gang activities, lure sex offenders into arrests, and learn more about other types of cyber crime and ways to prevent online victimization in their community.

MySpace.com and other Internet social networking sites offer users the opportunity to communicate with friends and meet new people online. Users of these sites set up “profiles,” a homepage where their hobbies, interests, friends, family, and ambitions can be explored—exposing as much of their life online as they wish. The freedom, ease of use, and possibilities of MySpace.com attracts users in droves. MySpace.com currently has 63 million registered users and attracts 200,000 new users daily, making it the largest networking portal on the World Wide Web. It is almost certain that those numbers will dramatically increase in a matter of months. And anything attracting that many people will draw more than a few bad seeds.

MySpace.com is not the only popular website catering to social needs. Other major networking sites include facebook.com, bebo.com, piczo.com, xanga.com, and friendster.com. These sites work in the same basic way that MySpace.com does, allowing users to create profiles, upload music, pictures, and videos, communicate with one another and form special interest groups.

Social networking sites offer users many positive benefits, such as a sense of community, interaction, information, ability to explore mutual interests with others, social outlets, and more. But like most technologies, the benefits come with a price. MySpace.com attracts criminals such as scam artists, drug pushers, and computer hackers (MySpace.com content is a major source of spyware and Trojan programs). Last month, an Arizona woman was arrested on murder conspiracy charges after hiring an undercover detective (posing as a contract killer) to kill a woman whose picture she had seen on her boyfriend’s MySpace.com page. But the worst-case scenario with MySpace.com use is the tremendous number of low self-esteem, attention-seeking youth attracted to the site who can become prey to sexual predators and gang recruiters.

**Sexual Predators**

MySpace.com emboldens sexual predators by providing an environment that they can easily use to suggestive ads on MySpace.com may encourage sexual deviants.

A large part of the problem with sex crime related to MySpace.com involves juveniles posting...
revel in their fantasies and gather information on children without immediately revealing their motives. Molesters and rapists are extremely dangerous groups on their own, but content found on MySpace.com can encourage their perversion.

For starters, advertisers on the site know that most users are looking for romantic relationships, and the ads on MySpace.com reflect that. Many of the ads are risqué and may encourage sexual deviants. Ads and other content on the site promote the idea to youth that such subject matter is commonplace, appealing, and necessary for them to achieve their goals when using the site. In fact, MySpace.com users are frequently invited to become friends with members or join existing groups simply to promote and pull in traffic to pornographic sites.

Teen self-promotion and questionable content posted by users are the main problems with MySpace.com. It is difficult to be noticed in an Internet community consisting of millions of users; many juveniles (female and male) will upload personal photos that are very suggestive if not explicit. MySpace.com has a policy to remove such graphic photos and content, but that content must usually be reported to MySpace.com by other users if it is to be removed. Despite the site’s resources, combing through tens of millions of personal pages for objectionable content is not feasible. Furthermore, many of the posted pictures would only be questionable and not removed. The images may be of scantily clad girls, girls in compromising positions, or a teenage boy showing off his physique, which may not be graphic enough to constitute removal from the site, but definitely are encouraging material to a pedophile.

“A lot of social machines are small companies that struck it rich, so they’re lacking layers of security,” said Parry Aftab, Executive Director of CyberLawEnforcement.org, a watchdog group that works with law enforcement and social networking sites to promote online safety. “There’s no way for those sites to authenticate users, and kids are putting themselves at risk. They make it easy for the serious bad guys.”

Aftab said that social dynamics in cyberspace have changed the conventions for sexual predators.

“Sixty percent of eight to 15-year-olds have been involved in cyber bullying and/or harassment, making it the most prevalent form of online abuse. Cyber bullying becomes sexual harassment and cyber stalking,” said Aftab. “At 11, children start to fall to sexual predators. That used to end when they reached 15 because they used to be smart enough to avoid it after that. Social networking changed that. To be noticed on social networks, 16 and 17-year-olds are taking more risks, acting outrageous to get someone to notice their profile.”

Children and teenagers may also act uncharacteristically online because they feel safe doing so. They do not realize the danger should someone want to find them.

“Perceived anonymity makes
kids portray themselves differently and attract predators. But social networks are public. Young girls sometimes think that to play around with men who approach them online is funny. They are not prepared for the level of risk and they don’t use optional privacy settings because they want to be out there,” said Aftab.

In 2002, Christina Long, a 13-year-old Connecticut girl, became the first confirmed fatality in the U.S. by an Internet sexual predator. She was strangled to death by Saul Dos Reis, an illegal alien from Brazil, who was married and worked in a restaurant. Long had a troubled family life, but she was popular, an honors student, altar girl, and cheerleader. She did not fit the common profile of a young victim—typically a quiet loner. The Internet made the difference.

Christina Long lived an alternate life online. She used provocative screen names, had a website that stated she was “ready for anything,” and routinely met for sex with partners she had met in online chat rooms. She had been with Dos Reis several times before he killed her. While Long was the first child killed by an online predator, she was not the last. Sadly, there will be many more.

**Criminal Gangs Online**

“Netbanging” is the term used for gang activity online. It has existed for years, but is now becoming prevalent enough to catch the attention of law enforcement. Using sites such as MySpace.com and YouTube.com, an online video-posting site, gang members can pose with colors, signs, and weapons, post gangsta-rap videos, promote themselves, and threaten their rivals.

**STATISTICS OF ONLINE YOUTH VICTIMIZATION**

According to 2005 data from the National Center for Missing & Exploited Children published in *Online Victimization of Youth and Internet Sex Crimes Against Minors: The Response of Law Enforcement*:

- One in seven children were exposed to unwanted sexual solicitations on the Internet
- One in three youth were exposed to unwanted sexual material (despite usage of blocking filters and monitoring software)
- One in 11 youth were harassed online
- Off-line acquaintances accounted for 14 percent of online solicitation and harassment
- 67 percent of offenders who committed any type of Internet sex crime against minors possessed child pornography
- The majority of offenders were white males older than 25, acting alone
- 39 percent of all Internet sex-crime arrests are crimes against identified victims
- 36 percent are for Internet child pornography
- 25 percent of arrests are Internet solicitations to undercover law enforcement
- Indications are that law enforcement activity and subsequent arrests are growing in the Internet crime domain

Gang members love to show off. They are limited by time, exposure, and possible police intervention elsewhere, but believe that they can get away with anything on the Internet. Gang sites vary in complexity depending on the clique and its resources. Online exposure now exists for commonplace street gangs (Bloods, Crips, etc.), flourishing Hispanic gangs.
(MS-13, Surenos, 18th Street, etc.), hate groups (Ku Klux Klan, National Alliance, Hammerskins, etc.), and even typically more professional and cautious motorcycle gangs (Hells Angels, Outlaws, Iron Horsemen, etc.).

Parental Intervention

Parental involvement is crucial in preventing kids from getting involved in gang activity via the Internet or becoming the victim of a sexual predator.

“It’s easy for a child to get online and be recruited into a gang or put in a sexual predator’s grasp,” said Rehm. “The threat level boils down to how much you’re involved. Talk to your kids.”

Rehm also mentioned specific measures to help keep kids safe.

“Bring your computer into a common area and use monitoring software. If nothing else, get on there and see how it works,” he said.

Both Det. Rehm and Parry Aftab of Cyberlawenforcement.org encouraged parents to take classes to familiarize themselves with Internet safety. Consulting www.wiredsafety.org’s Wired-Ed program is a good place to start.

Aftab said that parents should teach their children to restrict what they post online.

“Use the least amount of personal information possible for the purpose. Make sure that the photos and photo backgrounds don’t give away information that could tip off a predator, such as a school name.”

MySpace.com does have some safeguards in place to protect children. For instance, no one under 14 is allowed to have a MySpace.com profile, and MySpace.com users are largely prevented from searching for members who are younger than 18. However, if a child really wants to increase their presence on the site, usually all they have to do is lie about their age. The number of 98-year-olds on MySpace.com who don’t look a day older than 13 is impressive.

Mainly, children need to understand the danger that the Internet can pose. Parents should encourage children to use common sense and discretion online, especially with strangers. Victims of online abuse should not hesitate to report it to proper authorities.
Law Enforcement MySpace.com Use

MySpace.com can be a tremendous resource for investigation and undercover work by law enforcement. Because of online bragging by gang members and luring efforts of predators, tech-savvy officers can investigate local gangs and individual members and act as child decoys to lure predators to arrests.

Gang members can be careless when using the Internet, and checking their web sites can reveal crimes, associates, and valuable prosecution information.

Being familiar with gang jargon is important in order to perform a thorough search online for gang members in the area. Remember to search for numbers and colors associated with the gang. Hiring an informant to provide monikers or translate online content may be necessary.

Some gangs are becoming more cautious and using site-privacy filters to make their online networks less permeable.

“We’re going to try to get recruited by a local gang and have set up a profile to do that,” said Det. Rehm of the Port St. Lucie P.D. “Some gangs invite you into their group only after they have viewed your profile.”

Recent cases demonstrate how useful online communities can be in helping police find suspects and gather evidence and intelligence for arrests. Criminals using the sites often post comments that are functional confessions before they even know they’re wanted. Anything posted online may be treated as evidence, according to Justice Department guidelines.

In January, 2006, Palmetto Bay, Fla. officers ar-

---

### SPECIFICS OF DEALING WITH MySpace.com

**Custodian of Records** MySpace.com contact information for law enforcement:

- **Phone:** (310) 969-7399
- **Fax:** (310) 969-7394
- **Email:** lawenforcement@MySpace.com

The primary set of laws regarding MySpace.com’s ability to disclose information is the Electronic Communications Privacy Act (ECPA), 18 U.S.C. § 2701. For questions about these laws, contact the Department of Justice’s Computer Crime and Intellectual Property Section at (202) 514-1026.

For assistance with online communities or to obtain a copy of the MySpace.com Law Enforcement Investigators Guide, contact the ROCIC Criminal Intelligence Unit at (800) 238-7986.

Data retention periods for information on MySpace.com vary from 10 to 180 days, depending on the type of data. MySpace.com will honor written requests to preserve data longer than is legally required if officers seek such an extension. MySpace.com will also act in good faith with law enforcement personnel issuing a written request to disclose information without delay, given that there is danger of serious injury or death. To make an emergency information request, contact the hotline number above.
rested a teen for attempted second-degree murder after other members of his gang boasted about their violent activities on Myspace.com message boards.

Doing computer homework can also keep law enforcement safe—perhaps even save officer lives.

On Dec. 1, 2006, officers were forced to fire on a Wilmington, N.C. teenager, killing him, after serving a warrant on his home for assault and theft. The officers went to the residence with heavily armed backup because of a picture they had seen on the Internet of the teen and two friends posing with an assault rifle, shotgun, and two pistols.

Investigators must be properly educated on securing evidence because of the complex technologies that are involved in web-based crime. Law enforcement should undergo training before attempting online investigations.

Only approximately a fourth of law enforcement agencies are properly trained for online investigations. Such training can be expensive, but there are free and low-cost options available. Agencies should contact their local Internet Crimes Against Children (ICAC) Task Force (www.icactraining.org), the National White Collar Crime Center (www.nw3c.org), and the ROCIC Training Department to inquire about applicable training opportunities and funding.

Once incriminating information is found, many officers have difficulty working with MySpace.com and other sites to subpoena private information from users (public information useful for prosecution can and should be saved by officers viewing it). To address that problem, Cyberlawenforcement.org has written a thorough Law Enforcement Investigators Guide that deals with the specifics and best ways of approaching MySpace.com for purposes of investigation.

**Conclusion**

MySpace.com and sites like it may be useful for criminals, but they can also be used by law enforcement as tools for turning the tables. Law enforcement familiarization with the technology and legal guidelines for law enforcement use is essential.

A large part of the problem is that sexual predators, gang members, and other criminals feel like they are safer using the Internet than any real-world scenario. That paradigm is beginning to shift, however. Myspace.com continues to step up security measures in the interest of public safety. Recently, Hemanshu Nigam, Myspace.com’s chief security officer (and a former federal prosecutor) said that the site would develop technologies to help block convicted sex offenders from access by screening their names and physical descriptions through an automated database. The system will then alert employees to possible matches.

Increased police presence online and increased public awareness of online dangers can erase the advantages of Internet-related crimes and lead to an increased number of arrests for cyber criminals.
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ROCIC has been serving its criminal justice members since 1973, and served as the prototype for the modern RISS (Regional Information Sharing Systems) Centers.

ROCIC serves more than 180,000 sworn personnel in over 1,800 criminal justice agencies located in 14 southeastern and southwestern states, Puerto Rico, and the U.S. Virgin Islands.

ROCIC provides a variety of services, free of charge, to its criminal justice member agencies:
- Centralized law enforcement databases with connectivity among law enforcement agencies and the RISS Centers using the RISS Nationwide Intelligence Network.
- Analytical processing of criminal intelligence, including phone tolls and document sorts
- Loaning of specialized, high-tech surveillance equipment and vehicles
- Publications, including criminal intelligence bulletin
- Specialized training and membership & information exchange
- Use of investigative funds
- On-site personal assistance by law enforcement coordinators
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